Southern Methodist University – ITS Network Services
Network Admission Control – Use Case Template


Name of Admission Control Sponsor:_         ________________________________________
Location to be placed under NAC:         ____________________________________________
Number of Devices to be placed under NAC: _______________________________________

Type of User__ _______________________________________________________________
1. What kind of user will require access to the device?  Choose one of the following:
	[bookmark: Check1]|_|
	Faculty

	[bookmark: Check2]|_|
	Staff

	[bookmark: Check3]|_|
	Student

	[bookmark: Check4]|_|
	Sponsored Guest

	[bookmark: Check5]|_|
	Non-affiliated Guest

	
	


2. What level of Access will the user require on the device?  Choose one of the following:
	[bookmark: Check6]|_|
	Administrator

	[bookmark: Check7]|_|
	Non-Administrator

	
	


3. What Security Zone will the user be located in? ______________________              _

Type of Device_______________________________________________________________
1. What kind of device will require access to the network?  Choose one of the following:
	[bookmark: Check8]|_|
	Desktop

	[bookmark: Check9]|_|
	Laptop

	[bookmark: Check10]|_|
	IP Phone

	[bookmark: Check11]|_|
	Printer

	[bookmark: Check12]|_|
	Camera

	[bookmark: Check13]|_|
	Infrastructure (card reader, time clock, HVAC Monitoring)

	
	


2. Will the device allow multiple users to logon?  _____________________________
3. Will the device allow multiple types of users to logon? _______________________
4. What type of agent will the device support?  Choose one of the following:
	[bookmark: Check14]|_|
	Persistent Agent

	[bookmark: Check15]|_|
	Dissolvable Agent

	[bookmark: Check16]|_|
	Will not support an Agent

	
	


5. What type of network connection will the device use?  Choose one of the following:
	[bookmark: Check17]|_|
	Wireless

	[bookmark: Check18]|_|
	Wired

	
	


6. What kind of AntiVirus software is installed on the device? ____________________
7. What kind of AntiSpyware software is installed on the device? _________________


Type of Access___________________________________________________________________
1. What kind of access will the device allow onto the network?  Choose one of the following:
	[bookmark: Check19]|_|
	Public Access

	[bookmark: Check20]|_|
	Computer Lab

	[bookmark: Check21]|_|
	SMU Owned

	[bookmark: Check22]|_|
	Kiosk

	[bookmark: Check23]|_|
	Infrastructure (card reader, time clock, HVAC Monitoring)

	[bookmark: Check24]|_|
	Personal

	
	


2. Will the device require Internet Access? ______________________________________ _
3. Will the device require access to on campus SMU resources? ____________________    _
4. Is a specific IP Address range required for access to resources? _____________________
5. Is DHCP supported for the device?  __________________________________________ _
6. Will the device require a static or dynamic DHCP Assignment?  _____________________
7. Will the access be through a VPN connection?  __________________________________
8. Will a proxy server be required for access to resources? ___________________________
9. Will a sponsor be available to hand out logins for guest access? ___________________ _
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